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Discussion

In TS 23.501, both “PDU session type” and “PDU type” is used. For overall consistency, it is proposed to use “PDU type”.
There are four PDU types, i.e. IPv4, IPv6, Ethernet and Unstructured. In some places, PDU of IP type is used so it is chaged to IPv4 or IPv6 type.

Proposal

* * * * Start of 1st Change * * * * 

[bookmark: _Toc483485573][bookmark: _Toc484011194]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
5G Access Network: An access network comprising a NG-RAN and/or non-3GPP AN connecting to a 5G Core Network.
5G Core Network: The core network specified in the present document. It connects to a 5G Access Network.
5G QoS Flow: The finest granularity for QoS forwarding treatment in the 5G System. All traffic mapped to the same 5G QoS Flow receive the same forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different QoS forwarding treatment requires separate 5G QoS Flow.
5G QoS Indicator: A scalar that is used as a reference to a specific QoS forwarding behaviour (e.g. packet loss rate, packet delay budget) to be provided to a 5G QoS Flow. This may be implemented in the access network by the 5QI referencing node specific parameters that control the QoS forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).
5G System: 3GPP system consisting of 5G Access Network (AN), 5G Core Network and UE.
Allowed NSSAI: an NSSAI provided by the serving PLMN during e.g. a registration procedure, indicating the NSSAI allowed by the network for the UE in the serving PLMN for the current registration area.
Allowed area: Area where the UE is allowed to initiate communication as specified in clause 5.3.2.3.
AMF Region: An AMF Region consists of one or multiple AMF Sets.
AMF Set:  An AMF Set consists of some AMFs that serve a given area and network slice. Multiple AMF Sets may be defined per AMF Region and network slice(s).
Application identifier: An identifier that can be mapped to a specific application traffic detection rule.
Configured NSSAI: an NSSAI that has been provisioned in the UE.
DN Access Identifier (DNAI): For a DNN, Identifier of a user plane access to the DN.
Forbidden area: An area where the UE is not allowed to initiate communication as specified in clause 5.3.2.3.
Initial Registration: UE registration in RM-DEREGISTERED state as specified in clause 5.3.2.
Local Area Data Network: a DN that is accessible by the UE only in specific locations, that provides connectivity to a specific DNN, and whose availability is provided to the UE.
Mobility pattern: Network concept of determining within an NF the UE mobility parameters as specified in clause 5.3.2.4.
Mobility Registration update: UE re-registration when entering new TA outside the TAI List as specified in clause 5.3.2.
MPS-subscribed UE: A UE having a USIM with MPS subscription.
N2AP UE association:  The logical per UE association between a 5G AN node and an AMF.
N2AP UE-TNLA-binding: The binding between a N2AP UE association and a specific TNL association for a given UE.
Network Function: A 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.
NOTE 2:	A network function can be implemented either as a network element on a dedicated hardware, as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network Slice: A logical network that provides specific network capabilities and network characteristics.
Network Slice instance: A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice.
NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.
NF service operation: An elementary unit a NF service is composed of.
NG-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC:
1)	Standalone New Radio.
2)	New Radio is the anchor with E-UTRA extensions.
3)	Standalone E-UTRA.
4)	E-UTRA is the anchor with New Radio extensions.
Non-allowed area: Area where the UE is allowed to initiate registration procedure but no other communication as specified in clause 5.3.2.3.
Non-seamless Non-3GPP offload: The offload of user plane traffic via non-3GPP access without traversing either N3IWF or UPF.
PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network.
PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service. The type of association can be IPv4, IPv6, Ethernet or unstructuredUnstructured.
Periodic Registration update: UE re-registration at expiry of periodic registration timer as specified in clause 5.3.2.
Requested NSSAI: the NSSAI that the UE may provide to the network.
Service based interface: It represents how a set of services is provided/exposed by a given NF.
Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change.
Session Continuity: The continuity of a PDU session. For PDU session of IPv4 or IPv6 type "session continuity" implies that the IP address is preserved for the lifetime of the PDU session.
Uplink Classifier: UPF functionality that aims at diverting Uplink traffic, based on filter rules provided by SMF, towards Data Network.

* * * * Start of 2nd Change * * * * 

[bookmark: _Toc483485653][bookmark: _Toc484011274]5.6.1	Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are established upon request from the UE.
Editor's note:	It is FFS whether "DNN" or "APN" is to be used.
Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured.
NOTE 1:	In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.
PDU sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger a specific application in the UE. When receiving that trigger message, the UE shall pass it to the identified application in the UE. The identified application in the UE may establish a PDU Session to a specific DNN, see clause 4.4.X.
The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN:
-	The allowed PDU session Typetype.
-	Whether in case of Home Routed the VPLMN is allowed to insert an UL CL or a Branching Point for a PDU session towards this DNN..
In addition, the SMF uses information from the AMF to determine how to handle the requests from the UE:
-	for a LADN, the SMF uses the information from the AMF to determine whether the UE is within the area of availability of the LADN.
This information is provided to the SMF in VPLMN by the SMF in HPLMN.
-	The allowed SSC modes.
Editor's note:	The exact list of subscription data mentioned above will be refined. This will take into account the output of other key issues (slicing, QoS, etc.).
Editor's note:	It is FFS whether SMF level subscription data is defined per slice
An UE that is registered over multiple accesses chooses over which access to establish a PDU session.
Editor's note:	The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.
NOTE 2:	In this release, at a given time, a PDU session is routed over only a single access network.
An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.
In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Id as defined in clause 5.3.2. The UE may also provide:
-	A PDU session Typetype.
-	Slicing information.
Editor's note:	slicing related information is to be further clarified. An S-NSSAI information is meant.
-	The DNN (Data Network Name).
-	The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).
Editor's note:	It is FFS Whether the UE may also provide and information indicating its willingness to move a PDU session between 3GPP and Non 3GPP access.
Table 5.6.1-1: Attributes of a PDU session
	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)


	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Typetype
	No
	(Note 1)

	SSC mode
	No
	(Note 1)
The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	NOTE 1:	If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Typestypes
NOTE 2:	Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 5.2.



An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.
An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.
A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.
NOTE:	User Plane resources for PDU sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, can be deactivated by the network decision when a UE moves into a Non-allowed area from an Allowed area.
When a UE moves to an area not served by the SMF managing the PDU Session, an additional SMF serving the UE location is invoked to control intermediate UPF(s) for the PDU session. The decision to invoke, remove such an additional SMF or to change the additional SMF is independently taken per PDU session.
Editor's note: The name of the “additional SMF” is FFS.
Editor's note: It is FFS which NF decides to insert an additional SMF. It is FFS whether the additional SMF terminate  N11 or whether it acts as a kind of  N4 proxy to select and control  the local UPF.

* * * * Start of 3rd Change * * * * 

[bookmark: _Toc483485658][bookmark: _Toc484011279]5.6.4.2	Usage of an UL Classifier for a PDU session
In case of PDU sessions of type IPv4 or IPv6 or Ethernet, the SMF may decide to insert in the data path of a PDU session an "UL CL" (Uplink classifier). The UL CL is a functionality supported by an UPF that aims at diverting (locally) some traffic matching traffic filters provided by the SMF. The insertion and removal of an UL CL is decided by the SMF and controlled by the SMF using generic N4 and UPF capabilities. The SMF may decide to insert in the data path of a PDU session or to remove from the data path of a PDU session a UPF supporting the UL CL functionality either during or after the PDU session establishment. The SMF may include more than one UPF supporting the UL CL functionality in the data path of a PDU session.
The UE is unaware of the traffic diversion by the UL CL, and does not involve in both the insertion and the removal of UL CL. In case of a PDU session of IPv4 or IPv6 type, the UE associates the PDU session with either a single IPv4 address or a single IPv6 Prefix allocated by the network.
Editor's note:	The needs for UE aware UL CL insertion and removal are FFS.
Editor's note:	The normative phase will determine whether it is needed to make the UE aware that access to local services is possible and if yes how.
When an UL CL functionality has been inserted in the data path of a PDU session, there are multiple PDU session anchors for this PDU session. These PDU session anchors provide different access to the same DN.
The UL CL provides forwarding of UL traffic towards different PDU session anchors and merge of DL traffic to the UE i.e. merging the traffic from the different PDU session anchors on the link towards the UE. This is based on traffic detection and traffic forwarding rules provided by the SMF.
The UL CL applies filtering rules (e.g. to examine the destination IP address/Prefix of UL IP packets sent by the UE) and determines how the packet should be routed. The UPF supporting an UL CL may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (per PDU session AMBR).
NOTE 2:	The UPF supporting an UL CL may also support a PDU session anchor for connectivity to the local access to the data network (including e.g. support of tunnelling or NAT on N6). This is controlled by the SMF.
The insertion of an UPF in the data path of a PDU session is depicted in Figure 5.6.4.2-1.


Figure 5.6.4.2-1 User plane Architecture for the Uplink Classifier
NOTE 3:	The same UPF may support both the UL CL and the PDU session anchor functionalities
In Home Routed case the visited operator is only allowed to use local access to a DN in case the home operator has explicitly allowed it.


* * * * Start of 4th Change * * * * 

[bookmark: _Toc483485662][bookmark: _Toc484011283]5.6.7	Application Function influence on traffic routing
Editor's note:	Roaming case is FFS.
An Application Function (AF) may send requests to influence SMF routeing decisions for traffic of PDU session.  The AF requests may influence UPF (re)selection and allow routeing user traffic to a local access to a Data Network (identified by a DNAI)
The Application Function may issue requests on behalf of applications not owned by the PLMN serving the UE.
If the operator does not allow an Application Function to access the network directly, the Application Function shall use the NEF to interact with the 5GC, as described in clause 6.2.10.
The Application Function may be in charge of the (re)selection or relocation of the applications within the local DN. Such functionality is not defined. For this purpose, the AF may request to get notified about events related with PDU sessions.
The AF requests are sent to the PCF via N5 (in case of requests regarding on-going PDU sessions of individual UEs, for an AF allowed to interact directly with the 5GC NFs) or via the NEF. Requests that target multiple UE(s) are sent via the NEF and may target multiple PCF(s). The PCF(s) transform(s) the AF requests into policies that apply to PDU sessions. When the AF has subscribed to SMF notifications, such notifications are sent directly to the AF (without involving the PCF)
The PCF may also subscribe to such notifications.
Such AF requests may contain at least:
1) -	Information to identify the traffic to be routed. The traffic can be identified in the AF request by
-	Either a DNN and possibly slicing information (S-NSSAI) or an AF-Service-Identifier
	When the AF provides an AF-Service-Identifier i.e. an identifier of the service on behalf of which the AF is issuing the request, the 5G Core maps this identifier into a target DNN and slicing information (S-NSSAI)
	When the NEF processes the AF request the AF-Service-Identifier may be used to authorize the AF request.
-	an application identifier or traffic filtering information (e.g. 5 Tuple). The application identifier refers to an application handling UP traffic and is used by the UPF to detect the traffic of the application
-	an application identifier or traffic filtering information (e.g. 5 Tuple). The application identifier refers to an application handling UP traffic and is used by the UPF to detect the traffic of the application
2)-	Information about the N6 traffic routing requirements for traffic identified as defined in 1). This is provided in the form of a list of routing profile IDs, corresponding each to a DNAI. Based on the routing profile ID the PCF determines traffic steering policy IDs sent to SMF that each corresponds to a steering behaviour which is preconfigured on the SMF or UPF.
NOTE 1:	The N6 traffic routing requirements are related to the mechanism enabling traffic steering in the local access to the DN. They are expected to correspond to local rules configured in the UPFs in order to support traffic steering. The routing profile IDs refer to a pre-agreed policy between the AF and the 5GC. This policy may refer to different steering policy ID(s) sent to SMF and e.g. based on time of the day etc.
NOTE 2:	The mechanisms enabling traffic steering in the local access to the DN are not defined.
3)-	Potential locations of applications towards which the traffic routing should apply. The potential location of application is expressed as a list of DNAI(s). If the AF interacts with the PCF via the NEF, the NEF may map the AF-Service-Identifier information to a list of DNAI(s). The DNAI(s) may be used for UPF (re)selection.
4)-	Information on the UE(s) whose traffic is to be routed. This may correspond to 
-	Individual UEs identified using either an External Identifier or a MSISDN or an IP address/Prefix, 
-	groups of UEs identified by a Group Identifier  
-	any UE the request applies to any UE accessing the combination of DNN, S-NSSAI and DNAI(s).
	In case of PDU type is IPv4 or IPv6, when the AF provides an IP address/Prefix this allows the PCF to identify the PDU-CAN session for which this request applies and the AF request applies only to the current PDU-CAN session of an UE. In this case, additional information such as the UE identity may also be provided to help the PCF to identify the correct PDU-CAN session.
	Otherwise the request shall apply to any future PDU session that matches the parameters in the AF request.
	When the AF request targets any UE or a group of UE, the AF request is likely to influence multiple PDU sessions possibly served by multiple SMFs and PCFs.
	When the AF request targets a group of UE it provides one or several Group Identifiers in its request. Members of the group have this Group Identifier in their subscription. 
Editor's note:	When the AF request targets a group of UE (corresponding to a Group Identifier), the 5G Core needs to determine the UE members of this group. It is FFS whether the Group Identifier 
· Is stored in UDM, retrieved by SMF over N10 and passed to PCF over N7 at PDU-CAN session set-up) . This alternative allows the Group Identifier to also be provided to the AMF over N8.
or 
· Is stored in the UDR (acting as “SPR”) as a PCF non-standard data  
NOTE 3:	A UE can belong to multiple groups
Editor's note:	The term "PDU-CAN session" is to be defined in the PCC related section.
5)-	Information on when (temporal validity condition) the traffic routing is to apply.
NOTE 4: This allows to provide an expiry time for the AF request.
6)-	Information on where (spatial validity condition) the UE(s) are to be when the traffic routing applies.
7)-	AF subscription to following events:
-	Notifications about UP path management events: A change of DNAI for the UPF serving the UE. The corresponding notification about a change from source DNAI to target DNAI sent by the SMF to the AF includes the Identity of the target DNAI, the IP address/prefix of the UE.
Editor's note:	other elements required in the notification are FFS.
	The subscription can be for early notification and/or late notification. In case of a subscription for early notification, the SMF sends the notification before executing the UPF (re)selection. In case of a subscription for late notification, the SMF sends the notification when the UPF (re)selection has completed.
An Application Function may send requests to influence SMF routeing decisions, for event subscription or for both.
The PCF, based on information received from the AF, operator's policy, etc. authorizes the request received from the application function and determines the traffic steering policy. The traffic steering policy indicates the list of suitable traffic steering policy IDs configured in SMF. The traffic steering policy IDs are related to the mechanism enabling traffic steering to the DN.
The DNAIs are related to the information considered by SMF for UPF selection, e.g. for diverting (locally) some traffic matching traffic filters provided by the PCF.
The PCF acknowledges the request to the AF or to the NEF.
For PDU-CAN session that corresponds to the AF request, the PCF provides the SMF with PCC rules that may contain information about the DNAI(s) towards which the traffic routing should apply and/or a list of traffic steering policy IDs and/or information on AF subscription to SMF events. This is done by providing policies at PDU-CAN session set-up or by initiating a PDU-CAN Session Modification procedure.
The SMF may, based on local policies, take this information into account to:
-	(re)select UPF(s) for PDU sessions. The SMF is responsible to handle the mapping between the UE location (TAI / Cell-Id) and DNAI(s) associated with UPF and applications. The SMF is responsible of the selection of the UPF(s) that serve a PDU session. This is described in clause 6.3.3.
-	activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules.
-	inform the Application Function of the (re)selection of the UP path (change of DNAI).

* * * * Start of 5th Change * * * * 

[bookmark: _Toc483485664][bookmark: _Toc484011285]5.6.9	Session and Service Continuity
[bookmark: _Toc483485665][bookmark: _Toc484011286]5.6.9.1	General
The support for session and service continuity in 5G system architecture enables to address the various continuity requirements of different applications/services for the UE. The 5G system supports different session and service continuity (SSC) modesdefined in this clause. The SSC mode associated with a PDU session anchor does not change during the lifetime of a PDU session. The following three modes are specified with further details provided in the next section:
-	With SSC mode 1, the network preserves the connectivity service provided to the UE. For the case of PDU session of IPv4 or IPv6 type, the IP address is preserved.
-	With SSC mode 2, the network may release the connectivity service delivered to the UE and release the corresponding PDU session. For the case of IPv4 or IPv6 type, the network may release IP address(es) that had been allocated to the UE.
-	With SSC mode 3, changes to the user plane can be visible to the UE, while the network ensures that the UE suffers no loss of connectivity. A connection through new PDU session anchor point is established before the previous connection is terminated in order to allow for better service continuity. For the case of IPv4 or IPv6 type, the IP address is not preserved in this mode during relocation of the anchor.
Editor’s note:	It is FFS, when UL CL applies to a PDU session and the network decides (based on local policies) to allocate additional PDU session anchors to such a PDU session, there is no SSC mode related operations associated to these additional PDU session anchors on the secondary branches as they are not visible from the UE (the same source IP address is used for all PDU session anchors).
Editor’s note:	It is FFS whether SSC mode should be defined per PDU session granularity.
[bookmark: _Toc483485666][bookmark: _Toc484011287]5.6.9.2	SSC mode
Editor's note:	This section needs to be aligned with section 5.6.9.1.
[bookmark: _Toc483485667][bookmark: _Toc484011288]5.6.9.2.1	SSC Mode 1
For a PDU session anchor of SSC mode 1, the UPF acting as PDU session anchor at the establishment of the PDU session is maintained regardless of the access technology (e.g. Access Type and cells) a UE is successively using to access the network.
In case of a PDU session of IPv4 or IPv6 type, IP continuity is supported regardless of UE mobility events.
In this release, for a multi-homed PDU session where the first PDU session anchor operates in SSC mode 1, the SSC mode 1 applies only to the first Prefix of the PDU session: for such sessions, if the network decides (based on local policies) to allocate additional PDU session anchors / Prefixes to a PDU session established in SSC mode 1, SSC mode 3 applies to these additional Prefixes.
In this release, when UL CL applies to a PDU session where the first PDU session anchor operates in SSC mode 1, the SSC mode 1 applies only to the Prefix/address sent to the UE, If the network decides (based on local policies) to allocate additional PDU session anchors to such a PDU session, SSC mode 2 applies to these additional PDU session anchors.
SSC mode 1 may apply to any PDU session type and to any access type.
[bookmark: _Toc483485668][bookmark: _Toc484011289]5.6.9.2.2	SSC Mode 2
If a PDU session has a single PDU session anchor of SSC mode 2, the network may trigger the release of the PDU session and instruct the UE to establish a new PDU session to the same data network immediately. The trigger condition depends on operator policy e.g. request from Application Function, based on load status, etc. At establishment of the new PDU session, a new UPF acting as PDU session anchor can be selected.
Otherwise, if a PDU session has multiple PDU session anchors (i.e., in case of multi-homed PDU sessions or in case UL CL applies to a PDU session where the first PDU session anchor operates in SSC mode 2), SSC mode 2 applies to all PDU session anchors of the PDU session.
SSC mode 2 may apply to any PDU session type and to any access type.
NOTE:	In UL CL mode, the UE is not involved in PDU session anchor relocation procedure, so that the existence of multiple PDU session anchors is not visible to the UE.
[bookmark: _Toc483485669][bookmark: _Toc484011290]5.6.9.2.3	SSC Mode 3
For PDU session of SSC mode 3, the network allows the establishment of UE connectivity via a new PDU session anchor to the same data network before connectivity between the UE and the previous PDU session anchor is released. When trigger conditions apply, the network decides whether to select a PDU session anchor UPF suitable for the UE's new conditions (e.g. point of attachment to the network).
SSC mode 3 may apply to any PDU session Type type and to any access type.
In case of a PDU session of IPv4 or IPv6 Typetype, during the procedure of change of PDU session anchor,
-	the new IP prefix anchored on the new PDU session anchor may be allocated within the same PDU session (relying on IPv6 multi-homing defined specified in clause 5.6.4) or
-	This may apply to the case of a PDU session set up in SSC mode 3 or to the additional PDU session anchors of a PDU session established in SSC mode 1
-	the new IP address/prefix may be allocated within a new PDU session that the UE is triggered to establish.
-	This may only apply to the case of a PDU session set up in SSC mode 3
After the new IP address/prefix has been allocated, the old IP address/prefix is maintained during some time indicated to the UE and then released.
[bookmark: _Toc483485670][bookmark: _Toc484011291]5.6.9.3	SSC mode selection
The SSC mode selection policy shall be used to determine the type of session and service continuity mode associated with an application or group of applications for the UE.
It shall be possible for the operator to provision the UE with SSC mode selection policy. This policy includes one or more SSC mode selection policy rules which can be used by the UE to determine the type of SSC mode associated with an application or group of applications. The policy may include a default SSC mode selection policy rule that matches all applications of the UE.
When an application requests data transmission (e.g. opens a network socket) and the application itself does not specify the required SSC mode, the UE determines the SSC mode associated with this application by using the SSC mode selection policy; and:
a)  If the UE has already an active PDU session that matches the SSC mode associated with the application, then the UE routes the data of the application within this PDU session unless other conditions in the UE do not permit the use of this PDU session. Otherwise, the UE requests the establishment of a new PDU session with an SSC mode that matches the SSC mode associated with the application.
b)  The SSC mode associated with the application is either the SSC mode included in a non-default SSCMSP rule that matches the application or the SSC mode included in the default SSC mode selection policy rule, if present. If the SSCMSP does not include a default SSCMP rule and no other rule matches the application, then the UE requests the PDU session without providing the SSC mode. In this case, the network determines the SSC mode of the PDU session.
The SSC mode selection policy rules provided to the UE can be updated by the operator.
The SMF receives from the UDM the list of supported SSC modes and the default SSC mode per DNN as part of the subscription information.
Editor's note:	Whether SSC mode related subscription is related with slicing is FFS.
If a UE provide an SSC mode when requesting a new PDU session, the SMF selects the SSC mode by either accepting the requested SSC mode or modifying the requested SSC mode based on subscription and/or local configuration.
If a UE does not provide an SSC mode when requesting a new PDU session, then the SMF selects the default SSC mode for the data network listed in the subscription or applies local configuration to select the SSC mode.
The SMF shall inform the UE of the selected SSC mode for a PDU session.

* * * * Start of 6th Change * * * * 

[bookmark: _Toc483485692][bookmark: _Toc484011313]5.8.2	User Plane Function(s)
User Plane Function(s) (UPF(s)) handle the user plane path of PDU sessions. An UPF that provides the interface to a Data Network supports the functionality of a PDU session anchor.
The number of UPFs for a PDU Session is not restricted by the3GPP specifications but specifications support deployments with a single UPF or multiple UPFs for a given PDU session.
Deployments with one single UPF used to serve a PDU session do not apply to the Home Routed case and may not apply to the cases described in clause 5.6.4.
Deployments where a UPF can only be controlled by a single SMF, and deployments where a UPF can be controlled by multiple SMFs (for different PDU sessions) are both supported
UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:
-	Traffic reporting (e.g. allowing SMF support for charging)
-	QoS enforcement
-	traffic routing (e.g.as defined in clause 5.6.4. for UL CL or IPv6 multi-homing)
The UPF traffic detection capabilities may detect traffic based on traffic pattern for mapping at least any combination of:
-	PDU session.
-	5QI.
-	802.1q header (in case of PDU session Type type Ethernet).
-	Source/destination IP address or IPv6 network prefix.
-	Source / destination port.
-	Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF.
-	protocol ID of the protocol above IP.
-	Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.
In the pattern:
-	a value left unspecified in a filter matches any value of the corresponding information in a packet.
-	an IP address or Prefix may be combined with a prefix mask.
-	port numbers may be specified as port ranges.
UPF selection is described in clause 6.2.


* * * * Start of 7th Change * * * * 

[bookmark: _Toc483485770][bookmark: _Toc484011391]6.3.3	User Plane Function Selection
The selection and reselection of the UPF are performed by the SMF by considering UPF deployment scenarios such as centrally located UPF and distributed UPF located close to or at the Access Network site. The selection of the UPF shall also enable deployment of UPF with different capabilities, e.g. UPFs supporting no or a subset of optional functionalities.
For home routed roaming case, the UPF(s) in home PLMN is selected by SMF(s) in H-PLMN, and the UPF(s) in visited PLMN is selected by SMF(s) in V-PLMN. The exact set of parameters used for the selection mechanism is deployment specific and controlled by the operator configuration, e.g. location information may be used for selecting UPF in some deployments while may not be used in other deployments.
The following parameter(s) may be considered by the SMF for the UPF selection:
-	UPF's dynamic load.
-	UPF's relative static capacity among UPFs supporting the same DNN.
-	UPF location available at the SMF.
-	UE location information.
-	Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for an UE.
-	Data Network Name (DNN).
-	PDU session type (i.e. IPv4, IPv6, Ethernet Type or Unstructured Type).
-	SSC mode selected for the PDU session.
-	UE subscription profile in UDM.
-	Routing destination of traffic (e.g. application location).
-	Local operator policies.
-	Network slicing related information.


* * * * Start of 8th Change * * * * 

[bookmark: _Toc483485806][bookmark: _Toc484011427]8.3.1	User Plane Protocol stack for a PDU session
This clause illustrates the protocol stack for the User plane transport related with a PDU session.


Legend:
-	PDU layer: This layer corresponds to the PDU carried between the UE and the DN over the PDU session. When the PDU session Type type is IPV6, it corresponds to IPv6 packets ; When the PDU session Type type is Ethernet, it corresponds to Ethernet frames ; etc.
-	5G Encapsulation: This layer supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Typestypes) over N3 (i.e. between AN and 5GC) or over N9 (i.e. between different UPF of the 5GC). It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.

Figure 8.3.1-1: User Plane Protocol Stack
Editor's note:	The details of encapsulation header should be updated according to the protocol chose/defined in stage 3.
-	AN protocol stack: This set of protocols/layers depends on the AN:
-	When the AN is a 3GPP RAN, these protocols/layers are defined by the 3GPP RAN
Editor's note:	The details of RAN protocol stacks depend on the decision of RAN WG and will be updated later.
-	When the AN is an Untrusted non 3GPP access to 5GC the 5G AN interfaces with the 5GC at a N3IWF defined in clause 4.3.2 and the AN protocol stack is defined in clause 8.3.3.
-	UDP/IP: These are the backbone network protocols.
NOTE 1:	The number of UPF in the data path is not constrained by 3GPP specifications: there may be in the data path of a PDU session 0, 1 or multiple UPF that do not support a PDU session anchor functionality for this PDU session.. For the IPv4 or IPv6 type PDU session, the UPF acting as PDU session anchor is the IP anchor point of the IP address/prefix allocated to the UE.
NOTE 2:	The "non PDU anchor session" UPF depicted in the Figure 8.3.1-1 is optional.
NOTE 3:	The N9 interface may be intra-PLMN or inter PLMN (in case of Home Routed deployment).
In case there is an UL CL (Uplink Classifier) or a Branching Point (both defined in clause 5.6.4) in the data path of a PDU session, the UL CL or Branching Point acts as the non PDU session anchor UPF of Figure 8.3.1-1. In that case there are multiple N9 interfaces branching out of the UL CL / Branching Point each leading to different PDU session anchors.
NOTE 4:	Co-location of the UL CL or Branching Point with a PDU session anchor is a deployment option.


* * * * Start of 9th Change * * * * 

[bookmark: _Toc483485809][bookmark: _Toc484011430]A.1	High level architectural requirements
The policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:
a.	Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), Network Exposure Function (NEF), the Application Function (AF), and the Online Charging System (OCS).
b.	The PCF shall be able to evaluate operator policies that are triggered by events received from the SMF, NEF, the AF, and the OCS.
c.	The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the SMF.
d.	The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the SMF by the 3rd party AS via the NEF and PFDF.
e.	The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f.	The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.
g.	Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,
h.	The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.
NOTE 1:	The existing PCC framework is applicable to PDU sessions of IPv4 or IPv6 Type type only.
Editor's note:	How the PCC framework applies to PDU sessions other than IP Type is FFS. Also, where IP-CAN is used, may need to update per 5G terminology.
Additionally, the policy framework shall provide following functionality for the access and mobility enforcement:
a.	Policy Control Function (PCF) shall support the interface to the access and mobility policy enforcement in the AMF.
b.	The PCF shall be able to provide Access and Mobility Management related policies to the AMF.
c.	The PCF shall be able to evaluate operator policies that are triggered by events received from the AMF.


* * * * Start of 10th Change * * * * 

[bookmark: _Toc483485870][bookmark: _Toc484011491]D.1.0	General
To support IMS, the UE shall establish a PDU session with PDU session type set to IPv4 or IPv6 for the corresponding APN/DNN. If IMS Multimedia Telephony Service as specified in TS 22.173 [16] is to be used within the PDU session, SSC mode 1 shall be set for the PDU session.
If the UE changes its IP address due to changes triggered by the 5GS procedures, then the UE shall re- register in the IMS.
If the UE acquires an additional IP address, then the UE may perform an IMS registration using this additional IP address as the contact address. If IMS registration is performed, this IMS registration may co-exist with the previous IMS registration from this UE and the UE shall be notified that this IMS registration results in multiple simultaneous registrations.


* * * * Start of 11th Change * * * * 

[bookmark: _Toc483485883][bookmark: _Toc484011504]D.2.3.0	General
The generic mechanisms for interaction between QoS and session signalling are described in (TS 23.228 [15]) clause 5.4.7, the mechanisms described there are applicable to 5GS-accesses as well. With the following clarifications:
-	An IP-CAN bearer in this specification (TS 23.228 [15]) shall be interpreted as a 5GS QoS flow.
-	An IP-CAN session in this specification (TS 23.228 [15]) shall be interpreted as a 5GS PDU session of type IPv4 or IPv6.
Editor's note:	Clause 5.4.7 in TS 23.228 [15] needs to be revised to reflect 5GS, e.g. the term PCRF is used.


 * * * End of Changes * * * *
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